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RESEARCH INTERESTS

Modern cryptography in terms of both information theory and complexity theory.
Especially:

>

>

>

>

Searchable symmetric encryption and encrypted database.
Information-theoretic cryptographic protocols.
Public-key cryptosystems over bilinear/traditional groups.

Updatable cryptography.

EDpucATION

>

>

>

Ph.D. in Information Science, Yokohama National University.
Thesis: Cryptography with Timed Access Control
Supervisor: Asso. Prof. Dr. Junji Shikata March 2016

M.S. in Engineering, Yokohama National University. March 2013

B.S. in Engineering, Yokohama National University. March 2011

EXPERIENCE

>

>

Research Fellow, Japan Datacom Co., Ltd., Japan. Aug. 2020 — present

Invited Advisor, Security Fundamental Laboratory, Cybersecurity Research Institute, NICT,
Japan. Apr. 2020 — present

Collaborative Researcher, Cyber Physical Security Research Center (CPSEC), AIST, Japan.
Apr. 2020 — present

Assistant Professor, Department of Informatics, Graduate School of Informatics and Engineer-
ing, the University of Electro-Communications, Japan. Dec. 2019 — present

Excellent Young Researcher, Leading Initiative for Excellent Young Researchers, MEXT,
Japan. Dec. 2019 — present

Researcher, Security Fundamental Laboratory, Cybersecurity Research Institute, NICT, Japan.
Oct. 2018 — Nov. 2019

JSPS Research Fellow (PD), the University of Electro-Communications, Japan.
Host researcher: Asso. Prof. Dr. Mitsugu Iwamoto Apr. 2016 — Sep. 2018

Collaborative Researcher, Information Technology Research Institute (ITRI), AIST, Japan.
Apr. 2016 — Sep. 2018

JSPS Research Fellow (DC1), Yokohama National University, Japan.
Host researcher: Asso. Prof. Dr. Junji Shikata Apr. 2013 — Mar. 2016

Technical Trainee, ITRI, AIST, Japan. Apr. 2015 — Mar. 2016

Technical Trainee, Research Institute for Secure Systems (RISEC), AIST, Japan.
May 2014 — Mar. 2015




AWARDS AND HONERS

>

>

>

KISTI Best Paper Award at MobiSec 2023, 2023.
Best Paper Award at ProvSec 2022, 2022.
CSS 2022 Best Paper Award at CSS 2022 (domestic conference in Japan), 2022.

CSS 2020 Encouragement Research Award at CSS 2020 (domestic conference in Japan),
2020.

CSS 2019 Encouragement Research Award at CSS 2019 (domestic conference in Japan),
2019.

IEEE Information Theory Society Japan Chapter Young Researcher Best Paper Award
at ISITA 2018, 2018.

CSS 2018 Best Paper Award at CSS 2018 (domestic conference in Japan), 2018.
Invitation to 4th Heidelberg Laureate Forum, 2016.

SCIS Paper Award at SCIS 2016 (domestic conference in Japan), 2016.

CSS 2014 Student Paper Award at CSS 2014 (domestic conference in Japan), 2014.
Best Poster Award at IWSEC 2014, 2014.

JSPS Research fellowship for young scientists (PD), 2016 — 2019.

JSPS Research fellowship for young scientists (DC1), 2013 — 2016.

Paper(s) invited to special issues of journal(s):

- Invited to International Journal of Applied Cryptography (IJACT) from ACISP 2015.

COMMITTEES

>

>

>

>

Editor: IEICE Trans. on Fundamentals of Electronics, Communications and Computer Sciences.

e ENG Edition: Editor (Jun. 2023 — May 2024).
e JPN Edition: Editor (Jun. 2022 — May 2024).
e Special Issue on Information Theory and its Applications: Guest Associate Editor (2020).

Program Committees: APKC 2024, APKC 2023, APKC 2022, ITW 2021, IWSEC 2021, APKC
2021, IWSEC 2020, APKC 2020, IWSEC 2019, APKC 2019, APKC 2018 (co-Chair).

Local Organizing Committees: IWSEC 2024, IWSEC 2023, SCIS 2023, PKC 2022 (co-Chair),
IWSEC 2022, CSS 2021, IWSEC 2021, SCIS 2021, CSS 2019, IWSEC 2019, IWSEC 2018.

Others: CRYPTREC Cryptographic Technique Investigation WG (Advanced Cryptography) Mem-
ber (May 2022 — Mar. 2023).

TEACHING
At UEC

>

>

>

>

Fall 2023: Cryptography, Advanced Topics on Cryptography, Cryptography and Information Secu-
rity, Information Security Engineering Laboratory. Fall 2022: Cryptography, Advanced Topics on
Cryptography, Cryptography and Information Security, Information Security Engineering Labora-
tory.

Fall 2021: Cryptography, Advanced Topics on Cryptography, Cryptography and Information Secu-
rity, Information Security Engineering Laboratory.

Fall 2020: Cryptography, Cryptography and Information Security , Information Security Engineer-
ing Laboratory.

Fall 2019: Cryptography.



At Other Universities

>

>

>

>

Spring 2023: Computer Literacy (Japan Women’s University).
Spring & Fall 2022: Computer Literacy (Japan Women’s University).
Spring & Fall 2021: Computer Literacy (Japan Women’s University).
Spring & Fall 2020: Computer Literacy (Japan Women’s University).
Fall 2019: Computer Literacy (Japan Women’s University).

Spring 2019: Computer Literacy (Japan Women's University), Project Learning (Yokohama Na-
tional University).

Fall 2018: Computer Literacy (Japan Women’s University).

RESEARCH GRANTS

>

JSPS Grant-in-Aid for Scientific Research (A), “EIZEEEERG S O XERICE T 2 V5 - FIHEE
5 (# 23H00479),” CI (PI: Goichiro Hanaoka). April 2023 — March 2026

JSPS Grant-in-Aid for Scientific Research (B), “Towards Encrypted Search Protocols with Flexible
Search Functions and High Efficiency (# 21H03341),” PL April 2021 — March 2025

JSPS Grant-in-Aid for Scientific Research (B), “T0#ial BICEDO I 2l =¥ a YRN—RALE
HDEL (# 21H03395),” CI (PL: Mitsugu Iwamoto). April 2021 — March 2025

JSPS Grant-in-Aid for Scientific Research (S), “Resilience Enhancement of IoT Ecosystem by
Cryptographic Technologies (# 18H05289),” CI (PI: Kazuo Sakiyama).

June 2018 — March 2023

(Joined in April 2020)

JSPS Grant-in-Aid for Scientific Research (C), “Searchable Symmetric Encryption for a Long Term
Use (# 18K11293),” CI (PI: Kazuo Ohta).

April 2018 — March 2022

(Joined in April 2020, and extended to March 2023)

MEXT Leading Initiative for Excellent Young Researchers (LEADER), PIL
December 2019 — March 2021

JSPS Grant-in-Aid for Young Scientists (B), “Improvement of security and efficiency of identity-
based encryption schemes resilient to key leakage (# 17K12697),” PI.
April 2017 — March 2021

JSPS Grant-in-Aid for Scientific Research (B), “HEHIFAE M E-D < [EHEERR RS 5 35RO #EH
(# 17H01752),” CI (PI: Mitsugu Iwamoto).

April 2017 — March 2021

(extended to March 2022)

Grant-in-Aid for JSPS Fellows (# 16J10532), “Simultaneous Realization of Dynamic Access Con-
trol and Data Analysis for Encrypted Data,” PI.
April 2016 — March 2019

Grant-in-Aid for JSPS Fellows (#13J03998), “WReZII-CHillfH n] e 72 055 ERERAN OIF 75 BAFE,” PL
April 2013 — March 2016
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